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1.- JVpdwva pe Tig dlatdtelg Tou (a) oxetikoU, ol dopelg SLolknong KAl EKPETAAAEUONG ALUEVIKWY EYKATACTACEWV TNG
Erukpdtelag opilouv YmevBuvoug Aoddalsiag Alpevikng Eykatdaotacng (YAAE) kat €xouv tnv eublvn yua thv
npaypotonoinon afloAdynong achAAslag TwV ALUEVIKWY EYKATAOTACEWV TOUC, Tn ouvtaén Kal epoppoyn Twv
armoppedviwy and TNV afloAdynon oxedlwv achdaAelag, T avabswpPAOELl AUTWVY KAl YEVIKOTEPA CUMUOpdWVoVTaL
mpog TI¢ dlatdgelg tou Kwdika ISPS kat tou Kavoviopol 725/2004 EK, StaB£tovtag toug amapaitntoug nmpog tolto
nopouc. Emiong, dlaBétouv MOPOUG KAl MECO YL TNV UAOTOLNON Twv METPpWV achAAelag Tou TpoPAEmovial ota
EYKEKPLUEVA OXESLA A0DAAELAG TWV ALUEVIKWY EYKATAOTACEWVY MOV Slaxelpilovral.

2.- OL eYKeKPLUEVEG MEAETEG aELOAOYNONG Kal oxeSlou aodAAELOg ALUEVIKNG EYKATACTAONG PEMEL VA eMaveEeTalovral
O€ TOKTIKA XPOVIKA SLOOTHUOTA ,0TI0TE MPOKUTITOUV CUYKEKPLUEVEG OAAAYEG KAl va avaBewpouvtal avaloywg otav
outo amatteital. Edikotepa pe guBivn tou YreuBuvou AcddAelog Alpevikng Eykataotaong (YAAE) n eykekplpévn
peAétn Afoloynong kat Xxediou Aodaleiag Awevikng Eykatactaong (AAAE/IAAE) emavefetdletal kat £t0¢,
T(POKELPEVOU va SlamotwBel n avaykn A Un TG avaBswpnong tng Kot n sykekpuuévn pehétn AAAE pe suBbuvn tou
dopéa Sloiknong Kal eKPETAAAEUONG TNC ALUEVIKNG EYKOTAOTAONG, EMOVEEETALETAL UTIOXPEWTIKA ite amd A.O.A eite
ord tnv Eviaia Appddia Apxn (Ymoupyeio Nautidiog kat Nnowwtikng MoAwtikAc (YNANI)) to apyotepo Tévie £Tn
oadotou SievepynOnke R amd tnv tedsutaio avabswpnon tng N and tv tedeutala enavefetaon tng and tnv Eviaia
Apuodia Apxr (YNA) i ano A.O.A. H Slevépyela TwV EMAVEEETACEWY TEKUNPLWVETAL LE TAPNON OXETIKOU opxeiou
EMAVEELETACEWYV KaTA Ta avadepopeva otn napdypado 16.5 tou pépoug B tou Kwdika ISPS.

3.- Me 8ebopévn tn onpaocia mou divel n E.E. otnv edbappoyn TG OXETIKAC vopoBeaiag, KALLAKLO EMBEWPNTWVY TNG, OTAV
ETILOKEMTOVTAL KPATN MEAN oTo TAAiCLO Twv gAéyXwv Tou Slevepyolv cUpdwva He TG TPpoBAEPELS Tou ({) oXeTIKOU,
ETIKEVTPWVOVTAL OTNV LKAVOTIOLNGN TWV QTALTHOEWY TIOU TIEPLYPAdNKAV OTLG TIPONYOUHEVES TtapaypAdou Kot TV opdr)

edappoyn Twv MPoPAENMOUEVWY HETPWVY Tou ZAAE, 16lwg og OtL adopd Tn PuoLKr) 0oPAAELA TWV EYKOTACTACEWY, HE TN
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Slatrpnon mapdAAnAa Twv OXETIKWV opXelwv. [pokeévou va yivel kaAltepn n Katovonon Tou TUMOU Twv

gupnuatwv/mopatnpioswy mou Suvatal va Kotaypadolv oe mepimtwon enbswpnong amo tnv E.E., kabwg kol to

€UPOG TOU eAéyyou Twv emBewpntwyv tng E.E. mapakdtw napatiBstal evOELKTIKOG TIVOKAG OTNV ayyALKr YAwooa UE Ta

OUXVOTEPO. EUPHAHATO KL TOV XAPOKTNPLOUO TOUG (ONMOVTIKEG HN CUUHOPPWOELS/UN CUHHOPPWOELS) TIOU £XOUV

SlarotwBel kal kataypadel oe ekBéoelg pehwv g Evpwnaikng Emtponng katd tn Slevépyela eAéyxwv oe dopeig

S1oiknong Kot eKUETAAAEUONG ALUEVIKWVY EYKOTAOTACEWY, KABWC Kal og apuOSLEG, yla TNV epappoyr Tou Kwdika ISPS kalt

tou KavoviopoU 7252004 EK, apxég¢ GMwv kpotwv pehwv (éxouv amaleldBel oL emMwvVupieg Ttwv ALUEVIKWY

EYKATOOTACEWV KOL TWV 0PXWV/XWPWV):

A/A

NAPATHPHZEIZ ZE ENIOEQPHZEIZ AIMENIKQN ETKATAZTAZEQN

1

- Reg.(EC) 725/2004 Art. 3.5: Member States shall conform to the following paragraphs of Part B of the ISPS
Code as if they were mandatory: (...) - 18.5 and 18.6 (frequency of security drills and exercises in port facilities
and for port facility security officers), (...) ISPS Code Part B Para 18.5 To ensure the effective implementation
of the provisions of the port facility security plan, drills should be conducted at least every three months
unless the specific circumstances dictate otherwise. These drills should test individual elements of the plan
such as those security threats listed in paragraph 15.11.

Report of the European Commission: It was identified that two drills were not carried out in the second quarter
of 2017 and in the last quarter of 2018, respectively. Conclusion: Non-conformity

-ISPS Code Part A Section 14.2: At security level 1, the following activities shall be carried out through
appropriate measures in all port facilities, taking into account the guidance given in part B of this Code, in
order to identify and take preventive measures against security incidents: (...) .2 controlling access to the port
facility; ISPS Code Part A Section 16.3 The plan shall address, at least, the following: (...) .2 measures designed
to prevent unauthorised access to the port facility, to ships moored at the facility, and to restricted areas of
the facility; (...)

Report of the European Commission: The inspection revealed that access to the PF Terminal «...»(P...-0003) is
not controlled in line with the requirements laid down in the ISPS Code. This PF neighbours a non-ISPS PF for
which the only access points are the waterside and the land passage through the ISPS facility. With the
acquisition of the land parcel, the non-ISPS facility has also acquired thoroughfare rights between its own land
and the public road on the other side of the ISPS PF. According to the declarations of the representatives of the
administration, the gate connecting the non-ISPS facility with the ISPS PF is open when the non-ISPS facility is
active, and, even though the access point is monitored with CCTV, unauthorised access from the non-ISPS facility
to the ISPS PF is possible without access controls being carried out. The PFSP of the concerned PF does not
describe this arrangement. The Commission requests the authorities to take all necessary steps to ensure that
access to the concerned ISPS PF is effectively controlled at all times and under all circumstances, and that the
PFSP adequately describes the relevant arrangements. Conclusion: Non-conformity

-ISPS Code Part A Section 14.2: At security level 1, the following activities shall be carried out through
appropriate measures in all port facilities, taking into account the guidance given in part B of this Code, in
order to identify and take preventive measures against security incidents: (...) .4 monitoring restricted areas to
ensure that only authorised persons have access.

Report of the European Commission: The port facility security plan establishes that restricted areas have to be
fenced off and marked. During the tour of the port facility it was verified that not all the accesses to the
restricted areas have been marked like the access of walking passengers to the emigration after crew boarding
pass control point. Consequently, the Commission requests the authorities to ensure that the requirements for
the restricted areas established in the port facility security plan are updated and applied accordingly.
Conclusion: Non-conformity

-ISPS Code Part B Para. 16.8: In addition to the guidance given under paragraph 16.3, the port facility security
plan should establish the following, which relate to all security levels: (...) .11 the procedures to maintain, and
update, records of dangerous goods and hazardous substances and their location within the port facility.

Report of the European Commission: The port facility security plan does not establish procedures to maintain
and update records of dangerous goods and hazardous substances and their location within the port facility.
Consequently, the Commission requests the authorities to ensure that the port facility security plan is




adequately updated. Conclusion: Non-conformity

-ISPS Code Part A Section 14.2: At security level 1, the following activities shall be carried out through
appropriate measures in all port facilities, taking into account the guidance given in part B of this Code, in
order to identify and take preventive measures against security incidents: (...) .2 controlling access to the port
facility. ISPS Code Part A Section 16.3 Such a plan shall be developed taking into account the guidance given in
part B of this Code and shall be in the working language of the port facility. The plan shall address, at least,
the following: (...) .2 measures designed to prevent unauthorised access to the port facility, to ships moored at
the facility, and to restricted areas of the facility.

Report of the European Commission: The port facility security plan establishes the requirement to have a fence
all over the port facility perimeter. Due to works at the perimeter of the neighbouring port facility, the
permanent fence was replaced by temporary fences in two places. However, there is no evidence of the
alternative security measures put in place to address the referred works. The port facility security officer
declared that closed circuit television (CCTV) surveillance would be one of the measures to enhance surveillance.
From the inspection of the CCTV system in place, this measure revealed not to be effective, since a mast in front
of the CCTV camera prevented the coverage of the referred perimeter area. Consequently, the Commission
requests the authorities to ensure that alternative temporary security measures are established and
implemented accordingly. In addition, the Commission recommends the Designated Authority to be aware of
the duration and the nature of the works in order to assess their impact in the threats and vulnerabilities
established in the port facility security assessment in place. Conclusion: Non-conformity

-ISPS Code Part A Section 14.2: At security level 1, the following activities shall be carried out through
appropriate measures in all port facilities, taking into account the guidance given in part B of this Code, in
order to identify and take preventive measures against security incidents: (...) .2 controlling access to the port
facility. ISPS Code Part A Section 16.3 Such a plan shall be developed taking into account the guidance given in
part B of this Code and shall be in the working language of the port facility. The plan shall address, at least,
the following: .1 measures designed to prevent weapons or any other dangerous substances and devices
intended for use against persons, ships or ports, and the carriage of which is not authorised, from being
introduced into the port facility or on board a ship.

Report of the European Commission: The port facility security plan establishes the requirement to perform
security access control checks. However, it does not establish the frequency in which such checks have to be
carried out. Consequently, the Commission requests the authorities to ensure that the port facility security plan
is updated on this point and that the security access control checks are implemented accordingly. Conclusion:
Non-conformity

-ISPS Code Part A Section 14.2: At security level 1, the following activities shall be carried out through
appropriate measures in all port facilities, taking into account the guidance given in part B of this Code, in
order to identify and take preventive measures against security incidents: (...) .2 controlling access to the port
facility. ISPS Code Part A Section 16.3 Such a plan shall be developed taking into account the guidance given in
part B of this Code and shall be in the working language of the port facility. The plan shall address, at least,
the following: (...) .15 procedures for facilitating shore leave for ship's personnel or personnel changes, as well
as access of visitors to the ship, including representatives of seafarers' welfare and labour organisations.

Report of the European Commission: There is no evidence that the implementation of the access control
measures for crew movements is implemented in accordance with the port facility security plan, for instance: i)
there is no evidence of pre-notification of movements; ii) the officer on duty is not aware of the movements
occurred for a number of records inspected on a random basis. In addition, the port facility security plan does
not require movements from barges' crews to be pre-notified which in accordance with the port facility security
officer statement is incorrect. Consequently, the Commission requests the authorities to ensure that the port
facility security plan is updated on this point and that the access control measures for crew movements are
implemented accordingly. Conclusion: Non-conformity.

-ISPS Code Part A Section 17.2: In addition to those specified elsewhere in this Part of the Code, the duties and
responsibilities of the port facility security officer shall include, but are not limited to: (...) .2 ensuring the
development and maintenance of the port facility security plan. ISPS Code Part A Section 16.7 The plan may
be kept in an electronic format. In such a case, it shall be protected by procedures aimed at preventing its
unauthorised deletion, destruction or amendment.

Report of the European Commission: The port facility security officer reviews and updates the port facility
security plan kept in electronic format. However, there is no evidence of the track changes and amendments to




the port facility security plan duly approved by the Designated Authority. Consequently, the Commission
requests the authorities to ensure that the port facility security plan is protected by procedures aimed at
preventing its unauthorised deletion, destruction or amendment. Conclusion: Non-conformity

-EC Reg. 725/2004 Article 3.5: Member States shall conform to the following paragraphs of the Part B of the
ISPS Code as if they were mandatory: -1.16 (port facility security assessment) ISPS Code Part B Para 1.16 Each
Contracting Government has to ensure completion of a PFSA for each of the port facilities, located within its
territory, serving ships engaged on international voyages. The Contracting Government, a Designated
Authority or a recognised security organisation may carry out this assessment. The completed PFSA has to be
approved by the Contracting Government or the Designated Authority concerned. This approval cannot be
delegated. Port facility security assessments should be periodically reviewed.

Report of the European Commission: The PFSA last reviewed on 26.07.2018 is not approved by the Designated
Authority/ Contracting Government. Conclusion: Major non-conformity

10

-ISPS Code Part A Section 16.3: Such a plan shall be developed taking into account the guidance given in part B
of this Code and shall be in the working language of the port facility. The plan shall address, at least, the
following: (...) .2 measures designed to prevent unauthorised access to the port facility, to ships moored at
the facility, and to restricted areas of the facility; (...)”

Report of the European Commission: During the walk around tour of the terminal, two of the areas marked as
restricted and which should have been locked were found unlocked. Conclusion: Non-conformity

11

-ISPS Code Part B Para 16.3: All PFSPs should: (...) .3 detail the basic security level 1 measures, both
operational and physical, that will be in place; (...)

Report of the European Commission: The CCTV system described in the PFSP does not correspond to the
existing arrangements in the port facility. Conclusion: Non-conformity

12

-ISPS Code Part A Section 14.2: At security level 1, the following activities shall be carried out through
appropriate measures in all port facilities, taking into account the guidance given in part B of this Code, in
order to identify and take preventive measures against security incidents: (...) . 2 controlling access to the port
facility;(...)

Report of the European Commission: The following issues were identified: i) no procedures were in place for
supervising the handling of cargo between the terminal and the neighbouring facility at gate 6; ii) no procedures
were implemented to control access from the neighbouring facility via gate 11. The Commission inspectors were
informed that a license plate reader was used to control the movement of vehicles which are pre-authorised by
the port facility to exit gate 11 to unload cargo at a warehouse located at the neighbouring facility. However, the
Commission inspectors could not identify appropriate measures to check vehicles and drivers re-entering the
port facility via gate 11. These arrangements were not included in the PFSA, nor were the interviewed staff with
assigned security duties familiar with the security requirements. Conclusion: Non-conformity

13

-ISPS Code Part A Section 14.2: At security level 1, the following activities shall be carried out through
appropriate measures in all port facilities, taking into account the guidance given in part B of this Code, in
order to identify and take preventive measures against security incidents: .3 monitoring of the port facility,
including anchoring and berthing area(s); ISPS Code Part B Para 16.3(...) .3 All PFSPs should: detail the basic
security level 1 measures, both operational and physical, that will be in place; (...)

Report of the European Commission: The PFSP does not include any map or list identifying the locations of the
CCTV cameras that were, according to the PFSO, used as security equipment in the port facility. Conclusion: Non-
conformity

14

-Reg. 725/2004 Art. 3.5: Member States shall conform to the following paragraphs of Part B of the ISPS Code
as if they were mandatory: (...) - 15.3 & 15.4: minimum standards for the port facility security assessment
ISPS Code Part B Para 15.3 The PFSA should address the following elements within a port facility: (...) 5. radio
and telecommunication systems, including computer systems and network; (...)

Report of the European Commission: There is no evidence of the radio and telecommunication systems,
including computer systems and network being addressed in the PFSA. Conclusion: Non-conformity

15

-ISPS Code Part B Para 16.8.12: In addition to the guidance given under paragraph 16.3, the PFSP should
establish the following, which relate to all security level: (...) 12. the means of alerting and obtaining the
services of waterside patrols and specialist search teams, including bomb searches and underwater searches;

(...)




Report of the European Commission: There is no evidence of the means of alerting and obtaining the services of
waterside patrols and specialist search teams, including bomb searches and underwater searches, being
addressed in the PFSP. Conclusion: Non-conformity

16

-ISPS Code Part A Section 5 1.: Contracting Governments shall determine when a Declaration of Security is
required by assessing the risk of ship/port interface or ship-to-ship activity poses to persons, property and the
environment. (...) 5. The Declaration of Security shall address the security requirements that could be shared
between a port facility and a ship (or between ships) and shall state the responsibility for each.

Report of the European Commission: The port facility applies a Permanent Declaration of Security (PDOS) with
the ship "......... " (IMO NoO ....coeeneeee ), which is renewed on a three-monthly basis. The procedures “controlling
access to the ship” and “controlling the embarkation of persons and their effects” indicated in the PDOS only
refer to visitors, not passengers. Therefore, the PDOS does not address the controls to be carried out for every
person potentially entitled to go on board the ship. Conclusion: Non-conformity

17

-ISPS code Part A Section 14.2: At security level 1, the following activities shall be carried out through
appropriate measures in all port facilities, taking into account the guidance given in part B of this Code, in
order to identify and take preventive measures against security incidents: (...) .2 controlling access to the port
facility; (...)

Report of the European Commission: Chapter 4.3.2 of the PFSP (Checking and search procedures for persons)
provides that, at security level 1, five percent of persons entering the port facility will be subject to security
searching to be carried out by the port security personnel. There is no evidence that the said percentage of
searches is granted and of who is in charge of carrying out the activity (security guards at the gates, mobile
patrols or other security personnel). Conclusion: Non-conformity

18

-ISPS Code Part A Section 17.2: In addition to those specified elsewhere in this Part of the Code, the duties and
responsibilities of the port facility security officer shall include, but are not limited to: (...) .4 undertaking
regular security inspections of the port facility to ensure the continuation of appropriate security measures;

(...)

Report of the European Commission: No evidence was found that the port facility security officer undertakes
regular security inspections in the port facility. Conclusion: Non-conformity

19

-ISPS Code Part A Section 15.5: The port facility security assessment shall include, at least, the following
elements: (...) .3 identification, selection and prioritisation of countermeasures and procedural changes and
their level of effectiveness in reducing vulnerability; ISPS Code Part A Section 14.2 At security level 1, the
following activities shall be carried out through appropriate measures in all port facilities, taking into account
the guidance given in part B of this Code, in order to identify and take preventive measures against security
incidents: (...) .2 controlling access to the port facility; ISPS Code Part A Section 16.3 Such a plan shall be
developed taking into account the guidance given in part B of this Code and shall be in the working language
of the port facility. The plan shall address, at least, the following: (...) .2 measures designed to prevent
unauthorised access to the port facility, to ships moored at the facility, and to restricted areas of the facility;

Report of the European Commission: The security perimeter of this port facility consists of metal grid fences,
placed according to the description and drawings contained in the PFSP. During the walk around inspection of
the port facility perimeter, it was observed that: e the position of the metal grid fencing next to small private
houses and its size/ height, allows unauthorised access into the port facility from the roofs of the private houses;
¢ the metal grid fencing is covered by dense bushes/ trees in the area next to the private houses, preventing the
CCTV camera to surveil this particular area adequately. The PFSA described the fact that the outside port
perimeter road runs very close and above the port facility fencing maximum height for a few hundred meters.
There is no evidence of appropriate countermeasures identified. Furthermore, these security concerns are not
addressed in the PFSP and/or not effectively corrected in the field. Conclusion: Non-conformity

20

-Reg. (EC) 725/2004 Annex Il ISPS A/16.3.5 (...) : The plan shall address, at least, the following: (...) .5
procedures for evacuation in case of security threats or breaches of security (...);

Report of the European Commission: The procedures for evacuation were not addressed in the PFSP but in a
separate document. However, the PFSP did not contain any reference to this separate document not approved
by the Designated Authority. Conclusion: Non-conformity

21

-Port facility security plan ISPS code Part A Section 16.4: Personnel conducting internal audits of the security
activities specified in the plan or evaluating its implementation shall be independent of the activities being




audited unless this is impracticable due to the size and the nature of the port facility.

Report of the European Commission: The verification of internal port facility operator audits confirmed that
these were conducted by the port security manager/ port security officer, being at the same time “....” Ferry’s
company responsible person for all security-related activities. Conclusion: Non-conformity

22 | -Port facility security officer ISPS code Part A Section 18.1: The port facility security officer and appropriate
port facility security personnel shall have knowledge and have received training, taking into account the
guidance given in part B of this Code.

Report of the European Commission: There is no evidence that the PFSO received appropriate training, as
required. Conclusion: Non-conformity

23 | -Port Facility Security Assessment ISPS Code Part A Par. 15.7: Upon completion of the port facility security
assessment, a report shall be prepared, consisting of a summary of how the assessment was conducted, a
description of each vulnerability found during the assessment and a description of countermeasures that
could be used to address each vulnerability. The report shall be protected from unauthorised access or
disclosure.

Report of the European Commission: No evidence was found that the abovementioned report was prepared by
the competent authority or RSO. Conclusion: Non-conformity

24 | -Regulation (EC) 725/2004 Article 3.6: Notwithstanding the provisions of the paragraph 15.4 of Part A of the
ISPS Code, the periodic review of the port facility security assessments provided for in paragraph 1.16 of Part
B of the ISPS Code shall be carried out at the latest five years after the assessments were carried out or last
reviewed.

Report of the European Commission: The PFSA was approved on 22 June 2016. A review was submitted on 24
November 2021. No objective evidence was found that the review of the PFSA was carried out within the 5-year
period established by the Regulation. Conclusion: Non-conformity

25 | -Regulation (EC) 725/2004 Annex Il Part B 18.6: Various types of exercises, which may include participation of
port facilities security officers, in conjunction with relevant authorities of Contracting Governments, company
security officers, or ship security officers, if available, should be carried out at least once each calendar year
with no more than 18 months between exercises. [...] Reg. (EC) 725/2004 Article 3.5 Member States shall
conform to the following paragraphs of Part B of the ISPS Code as if they were mandatory: [...] 18.5 and 18.6
(frequency of security drills and exercises in port facilities and for port facility security officers).

Report of the European Commission: No objective evidence was found that a security exercise was conducted
during 2020, as required. Conclusion: Non-conformity

26 | -Lack of security drills since the approval of the plan Regulation (EC) 725/2004 Annex Il Part B 18.5: To ensure
the effective implementation of the provisions of the port facility security plan, drills should be conducted at
least every three months unless the specific circumstances dictate otherwise. [...] Regulation (EC) 725/2004
Art. 3.5 Member States shall conform to the following paragraphs of Part B of the ISPS Code as if they were
mandatory: [...] 18.5 and 18.6 (frequency of security drills and exercises in port facilities and for port facility
security officers).

Report of the European Commission: No objective evidence was found that security drills were conducted at
least every three months since the approval of the PFSP on 5 August 2019. Conclusion: Non-conformity

27 | -Measures described in the PFSP_not implemented Regulation (EC) 725/2004 Annex Il Part A 17.2.3: In
addition to those specified elsewhere in this Part of the Code, the duties and responsibilities of the port
facility security officer shall include, but are not limited to: . [...] . 3 implementing and exercising the port
facility security plan;

Report of the European Commission: It was found that the PFSO had not fulfilled his duty to implement the
measures described in the PFSP. Elements of the security infrastructure described in the PFSP (i.e. CCTV system)
were not found to be actually in place. Conclusion: Non-conformity

4.- Onwg Stakpivetal and ta npoavadepbevta 8laitepn onpacia divetat amod tnv E.E. katd Toug eAéyxoug, otn GuoLKN

aodAAELD TWV EYKATOOTACEWY, 0Tn dlatipnon twv apxsiwv mou oxetilovral pe tn Stakivnon $optiwv/uAkwv(1biwg



eTkivbuvwy), ota Bfpata ekmaibesuong TPOCWIILKOU KOl €KTEAEONG TWV KABNKOVIWV TOU, KABWG Kal Twv
o.oKNoswV/yupvaciwv omwe rnipoBAEmovtal ota okeio IxESLo Aodaleiag.

5.- Katomv twv avwtépw kot Aappfavovrag umodn ta evOEIKTIKA avadepopeva onueia mou eotialovral ol
eMIBewpnoeLg Twv eAeykTwV NG E.E. mapakaAoUpe OTWE ThPEiTaL TIC KATEVUOUVOELG o Sivovtal amo thy Yinpeoia pag
ovadopkd pe tnv edpappoyn tou Kavoviopol 725/2004, ohokAnpwvovtag, 6cot urtdxpeol Gopeig Sev TO €XOUV KAVEL
MEXPL ONUEPQ, TOOO TLG ETHOLEC I TIEPLOSLKEG AVOLOKOTINOELG TwV HEAETWV AAAE-ZAAE GO0 Kal TNV QIMOKATACTACN TWV LN
OUUHOPDWOEWV MOV £X0UV KaTaypadel KATA TOUG ETAOLOUG EAEYXOUC TWV OLKEIWV ALUEVIKWV 0pXWV, CUYKPATWVTASG OTL
vdlotatal mAvTote TMBAVOTNTA N XWPO LAG TO EMOPEVO XPOVLKO SLACTNUA VO OMOTEAECEL ETIAOYN EAEYXOU ATIO KALLAKLO
eleyktwv NG E.E. cupdwva pe Ta oplopeva oe ({) OXETIKO.

6.- Mpadeio Emkowwviag kat Evnuépwong/Tunua I kat YNANM/AA.Z.-EA.AKT./AHAEN 6mou kolvormoleital To mopov,
TIAPAKOAOUVTOL OTIWE OVAPTCOUV TNV apoloa eykUKALO oTL¢ LotooeAibeg Tou YNANI kot tou HCG otig B£osLc:

https://www.ynanp.gr/el/qia-ton-polith/nomo8esia/nomothesia-klados-elenchou-emporikon-ploemporikon-

ploion/diey8ynsh-elegxoy-diaxeirishs-ths-asfaleias-ploiwn-kai-limenikwn-egkatastasewn-dedaple/nomo8esia-eqgkyklioi-

anakoinwseis-asfaleias-xrhsima-entypa-isps/eqkyklioi/

KoL

https://www.hcg.qgr/el/gia-ton-polith/nomo8esia/diey8ynsh-elegxoy-diaxeirishs-ths-asfaleias-ploiwn-kai-limenikwn-

egkatastasewn-dedaple-1230/nomo8esia-eqkyklioi-anakoinwseis-asfaleias-xrhsima-entypa-isps-1232/eqkyklioi-1239/

avtiotowa, pe avéovra aplBud 93.

O AieuBuvtig

MAoiapxog A.Z. (T) TZAPTINOTAOY K-N

NINAKAZ AIANOMHZ

. ANOAEKTEZ NMPOZ ENEPIEIA

1. OPTANIZMOI AIMENA A.E. - AHMOTIKA AIMENIKA TAMEIA-AIAAHMOTIKA AIMENIKA TAMEIA-AIMENIKA TAMEIA —
IAIQTIKEZ AIMENIKEX EFKATAXTAZEIZ (Méow ALUEVIKWY ApXWwV)

3. YAAE KAI ANANAHPQTES YAAE (Méow ALPevikwv Apxwv)

Il. ANOAEKTEZ MPOZ KOINONOIHZH

Auevikeée ApxEg Ecwteplkol

. E2XQTEPIKH AIANOMH

YNANN/Fp. k. YNANI (u.t.a.)

YNANN/p. k. [TNA (u.t.a.)

YNANN/AAZ-EAAKT/Tp. k. A/AZ-EAAKT (u.t.0.)

YNANN/AAZ-EAAKT/Tp. k.k. A'-B" Y/AS-EAAKT (u.t.a.)

YNANN/AAZ-EAAKT/Tp. K.K.AKA'- AKB'- AKI (u.t.0.)

YNANM/FTNA/TAAATINE/AAN-AIAIKYN (u.T.€.)

YNANN/AAZ-EAAKT/AHAEN

YNANN/Tp. Erukowwviag kat Evnuépwong/Tunua I’

ONOURWNR
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